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Social Media Safety Information Sheet

CP Soccer is providing live online group training sessions to players across the world so they can remain

active and socially connected. As part of this offering, social media, such as Facebook, is being used to

connect players with the coach. We are particularly committed to protecting the privacy of our players,
to this end, CP Soccer follows best practices for security of our virtual soccer field. This set of guidelines

applies to all coaches, families, and guests who are involved with a live online group training session.
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At least two adults will be on any live feed: one coach, and one other CP Soccer representative.
CP Soccer does not private message with participants under the age of 16.

All content published, shared, or shown on live feed will be appropriate for all ages.

CP Soccer reserves the right to delete any disruptive or inappropriate comments.

Parents should recognize that the open platform nature of social media means that CP Soccer cannot

control all comments, interactions, and messages within the social media environment. To that end, CP

Soccer has the following recommendations to help keep players safe while interacting with CP Soccer’s

social media accounts.

1.

Social Media sites often have up-to-date safety information for parents and instructions on how
to use parental controls.

a. Facebook: https://www.facebook.com/safety/parents.

b. Instagram: https://help.instagram.com/299484113584685

c. Twitter: https://www.highspeedtraining.co.uk/hub/parents-guide-to-twitter/ (3rd party,

not published by Twitter)
Learn and use the safety features offered by social media platforms. Parents should review and
adjust settings such as who can see a child’s full profile, who can send them friend requests, etc.
Consider allowing children to use a parent’s account to access CP Soccer content rather than
having their own account.
Ensure automatic location sharing is turned off on children’s accounts. Ensure children know
not to share their specific location with others on social media.
Monitor children’s accounts and get to know the people they are connected to.
Ensure children know that the rules offline apply online, such as appropriate language and
topics.
Ensure children know not to connect with or have private conversations with people they do not
know well.
Tell your child to report anything they see that they are concerned about or if they are
contacted by someone they do not know well.



